
Trainable 

Classifiers
Bringing machine learning to 

data classification 



How can I see what happens to my data over its lifecycle?

Where can I classify my data?

What methods can I use to classify my data?

Know your Data



Flexible options to know your data

Scanner: Spanning on-premises to cloud Content explorer

Activity explorer

Use built-in classification methods 

Auto-classification 

using trainable 
classifiers

Understand what’s sensitive, what’s business critical & across your environment



Trainable classifiers
Leverage machine learning to automatically classify unique data

Built-in

Resume, source code, and more 

provided out-of-box

Build-your-own

Train the system to look for specific 

types of data

Integrated

Attach to sensitivity and retention 

labels and Communication 

Compliance with associated policies



5 Built-in Classifiers 
Resume: Detects written accounts of an applicant's personal, educational, and professional qualifications 
and experience

Source Code: Detects a set of instructions and statements written in the top 25 computer programming 
languages of GitHub

Threat: Detects a specific category of offensive language related to threats to commit violence or do physical 
harm/damage to a person/property

Harassment: Detects a specific category of offensive language related to offensive conduct targeting one or 
multiple individuals regarding race, color, religion, national origin, gender, sexual orientation, age, disability 
and genetic information

Profanity: Detects a specific category of offensive language that contains swear words or vulgar language



Build your 
own 
trainable 
classifier

Utilize Utilize classifier in compliance solutions

Test and 
publish

Test and publish the model when stable

Train Train the classifier and review predictions

Seed Seed the classifier with positive samples



Sample 
categories 

Legal documents 

• Attorney Client Privilege
• Closing Sets

• Statement of Work

Strategic business 
documents

• Merger & Acquisition 
• Deals
• Business plans
• Marketing plans
• Intellectual Property
• Patents
• Database information
• Software design documents 

Pricing information

• Quotation
• Work orders
• Bidding documents
• Pricelist

Financial information

• Organizational investments 
• Quarterly or annual results 



Custom classifier timelines

Start scanning
Scanning 
complete

7-14 days

*During Data prep, indexing a new SharePoint site and/or files can take up to 1 day. 

Data prep 1 - 2 hours 1k docs/hour Deployment (up to 1 week)Test + review cycle 
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What’s in it for customers? 
Show slides on how the classifier is used in Comms Comp, Retention labels, 

Sensitivity labels, and Analytics 



https://aka.ms/MLSensitivityLabelsPreviewConsent

https://aka.ms/MIPC/Previews

https://aka.ms/MIPC/TechCommunity

@MIPnews

https://aka.ms/MLSensitivityLabelsPreviewConsent
https://aka.ms/MIPC/Previews
https://aka.ms/MIPC/TechCommunity

